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Proposed No-action language for PKI Report Section 6.1.1 - Discrepancy between NAESB Standards and Certification Practice Statements,  Level:  Low

Issue 1:  PKI Report Section 6.1.1 – Discrepancy between NAESB Standards and Certification Practice Statements (Pages 10 – 11)
Sandia Recommendation:  The ACAs should include verbiage in the CPS that indicates a mismatch between the CPS and NAESB standard will default to the NAESB standard. Alternatively, the CPS could be updated to reference the appropriate NAESB standard(s) instead of including the language directly in the CPS. 

Recommended Standards Development Activity:  Subcommittee should consider if the Accreditation Requirements for Authorized Certification Authorities should be modified to include a requirement that all Certification Practice Statements include a statement that in instances of a conflict between language, the NAESB Standards will have precedence.
Proposed No-Action language:

The CSS discussed this issue at its meeting on August 20, 2019.  The ACA's indicated that in addition to the NAESB standards, they must conform to multiple other requirements (e.g. WebTrust, CA/Browser Forum, EV SSL, CIPS 140-2, etc.) [any others we should list] in the normal course of issuing certificates.  In addition these external requirements are updated and may change far more frequently than the NAESB Standards or NAESB ACA Requirements.  
While the potential of a conflict is slight, including language in the ACA's CPS which dictates that the NAESB standards would control in the event of a conflict may hamper their ability to do business in the marketplace.  The consensus of the CSS was that no action should be taken on this Sandia Recommendation at the current time.

